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Abstract of the contribution: In response letter from IEEE group 802.1 to SA2 LS [1], it was recommended to use Per-Stream Filtering and Policing (PSFP [2], aka 802.1Qci) to solve Issue 1. In this contribution, we propose how to extract useful information from PSFP in order to solve the issue. 
1. Introduction
The 5G virtual bridge supporting TSN service is required to address configuration information, among which is the traffic scheduling information based on the IEEE 802.1Qbv (recently incorporated in the main IEEE 802.1Q standard [2]). When an egress port gate is indicated to be open for a traffic class, then it means this traffic class is scheduled and is going to be active. Therefore, it is possible to extract which traffic class will be active and must be configured in the 5GS. Figure 8-14 in [2] illustrates the egress port architecture and 802.1Qbv information. A traffic class in TSN may map to a QoS flow, within a PDU session. In the DL, the 802.1Qbv information at the egress port (UE side) has a unique mapping to a single PDU session. However, in the UL (UPF side), there can be multiple PDU sessions linked to a different UE each, as can be seen in Figure 1. There is no unique mapping of 802.1Qbv information to a single PDU session. Therefore, it is required to find a solution to perform the configuration of traffic classes in the UL.
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[bookmark: _Ref20145841]Figure 1. In UL, multiple PDU sessions can be terminated at the UPF, while the traffic scheduling configuration (802.1Qbv) is defined only for the egress port(s) of the 5GS virtual bridge (yellow box). It is necessary to determine which PDU sessions must be configured depending on whether they have scheduled traffic or not.
As can be seen in Figure 2, there may be a QoS flow per PDU session devoted to a traffic class in TSN. When the bridge receives the traffic scheduling information (802.1Qbv) and with that the traffic classes that will be active at egress port C (UL), it is not clear which PDU session will carry the traffic. 
The LS letter [1] towards IEEE explains the problem in UL to identify the PDU session to be configured using 802.1Qbv. IEEE, in its reponse letter, proposes to use the information from PSFP (ingress port at UE-side). 
This is the Editor Note regarding the aforementioned issue in UL (Clause 5.28.2 [3]), which we intend to address: “For the UL TSN traffic, how to correlate the egress port in the configuration to PDU session is FFS.”
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[bookmark: _Ref20146137]Figure 2. Mapping of PDU sessions, QoS flows and traffic classes in UL.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]2. Discussion
[bookmark: _Hlk20311183]The proposed solution requires the support of PSFP Per-Stream Filtering and Policing (PSFP) information (aka 802.1Qci, now part of the IEEE 802.1Q standard from 2018 [2]). The PSFP information includes the per-TSN-stream and per-traffic-class traffic filtering performed on an ingress port of a bridge. PSFP also provides a policy assurance of incoming traffic, such that traffic outside the scheduled reception time window will be dropped. The ingress port may have multiple stream gates. What passes through the stream gates depends on a previous stage of filtering connected to the gates. Figure 8-13 in [2] illustrates PSFP (see Figure 3). A stream filter placed prior to a stream gate filters traffic based on TSN stream identifier (ID) and a priority (directly relates to traffic class, see Table 8-5 in [2]).
[image: ]
[bookmark: _Ref20315339]Figure 3. Per-Steam Filtering and Policing (Figure 8-13 in [2])
Since every UE-side ingress port n is linked to a single PDU session n, we propose to use PSFP information to find out which PDU session will course traffic of any specific traffic class.
The way to determine which PDU session(s) will be having traffic for a stream belonging to a traffic class is by extracting key information from the stream gating information linked to a UE-side ingress port for every traffic class from j=0 to j=J-1, where J is the number of traffic classes in the system. Note that this paper only focuses on how to extract the necessary configuration information at TSN AF to solve the problem (i.e., find out the PDU session(s) to be configured). 
The following steps may be followed for traffic class j for port n (linked to PDU session n).
1. The PSFP information is received at the TSN AF in the 5GS, and this entity will perform the following task for every stream gate information: if the gate handling per-traffic-class and per-TSN-stream filtering, is open for traffic belonging to traffic class j (regardless of the TSN stream ID), for the ingress port n at UE side, then the PDU session n is identified as having active traffic of traffic class j. This step is the new and it is performed at the TSN AF.
2. Once PDU session n has been determined, then the TSN AF sends a request to the PCF with the PDU session identification (e.g., UE port MAC address) and other additional information (e.g., QoS requirements). This step is not new in the procedures.
3. The PCF receives this information, generates the PCC rules, and triggers the creation of a QoS flow according to the profile of traffic class j, or triggers the modification of the existing QoS flow associated to traffic class j if there are changes. This step is not new in the procedures.
For example, in Figure 4 the PSFP information is represented at every UE (however, this information arrives to the TSN AF). In UE1, two TSN streams are scheduled and they belong to traffic class 1 (TC_1). Therefore, the PDU session linked to UE1 (PDU session 1) is determined as having active traffic for traffic class 1. In UE2, one TSN stream is scheduled and belongs to traffic class 2 (TC_2). Therefore, the PDU session linked to UE2 (PDU session 2) is determined as having active traffic for traffic class 2. In UE3, one TSN stream is scheduled and belongs to traffic class 1 (TC_1). Therefore, the PDU session linked to the UE3 (PDU session 3) is determined as having active traffic for traffic class 1. Also, UE3 has one TSN stream scheduled, which belongs to traffic class 2 (TC_2). Therefore, also PDU session 3 is determinedas having active traffic for traffic class 2. 
[bookmark: _Hlk529997035][image: ]
[bookmark: _Ref20148453]Figure 4. Using PSFP information in order to identify in which PDU session a TSN traffic class is active. Note that this information is delivered by the CNC to the TSN AF.
As a conclusion for the example of Figure 4, the TSN AF will generate the following requests towards the PCF in order to create/modify QoS flows:
• Create/modify QoS flow with QoS profile for TC 1 in PDU session 1. 
• Create/modify QoS flow with QoS profile for TC 2 in PDU session 2. 
• Create/modify QoS flow with QoS profile for TC 1 in PDU session 3. 
• Create/modify QoS flow with QoS profile for TC 2 in PDU session 3. 
Through this process, we show that it is possible to solve the issue of PDU session configuration in UL, by using PSFP information at the ingress ports.
3. Proposals
[bookmark: _Toc423020280][bookmark: _GoBack]Proposal: Use PSFP stream gating information at the TSN AF to determine which PDU sessions must be configured for a TSN traffic class at the ingress port in UL. The only entity affected is the TSN AF. Once the TSN AF has figured out the PDU sessions, the process is the same: send a request to PCF in order to create/modify a QoS flow according to the QoS profile of the corresponding traffic class.
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